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Unit Information

ITP403

Network Administration
ICA ITS024C
Provide basic system administration
ICA ITS032B

Provide network systems administration
ICA ITS034B

Determine and action network problem
ICA ITS030B

Install software to networked computers

Lecturer: 
Jeff Parker

(Email:
jeff.parker@cdu.edu.au

(Phone:
89466932


Location:
28.3.34


Tutor: 


(Email:



(Phone:



Location:



Tutor: 


(Email:



(Phone:



Location:


Nominal hours - 170

Internal

	Class Times


	Lectures
Tuesday        1700                        18.1.40

Practicals

Tuesday        19:00                       29.3.10 (CISCO)

Wednesday   13:00                       29.3.10 (CISCO)

Tuesday        13:00                       29.3.10 (CISCO) 

	Time commitment
	7 hours per week 

Lecture  - 2 hours per week

Practical/Tutorials/On-Line Tutorials/On-Line Tests - 7 hours per week

Practical – There are 4 Practical activities you MUST complete. The Pracs run on a 3 week block and you have 4 weeks to complete a practical exercise.

Online tutorials – using Cisco’s on-line curriculum you work through the Modules at your own pace

Online Tests – Each Cisco module has a test which you need to pass. The tests are run on a sliding window system and you may have up to 3 attempts in the given time.



	Prerequisites


	Good reading and comprehension skills (IELTS score of 5.5 or greater).



	RPL
	See CDU policy.



	Set Text
	Cisco CCNA Semester 1 course materials will be available on line 24 hours per day, 6.5 days per week.

Additional notes will be made available during lectures, practicals, and on line.

	Resources
	http://learnline.cdu.edu.au/units/itp403
http://cisco.netacad.net 


Competencies
	Unit Purpose
	ICAITS024B 

Provide basic system administration
Learners will develop the ability to implement components of systems back-up, restore, security and licensing in a stand-alone or client server environment. They will follow organisational guidelines to record, document and allow security access. They will check on the use of software and record software licences. They will be able to carry out system backups and restores.

Learners must confirm the ability to perform systems back-up, restore and maintain correct usage according to licensing agreements in a stand-alone or client server environment.



	Elements of competence
	Performance Criteria

	ICAITS024B/01
	Record security access

	
	Client requirements and clearance are obtained according to organisation guidelines. 

Security access password is issued to client. 

Security documentation and access to client is provided. 

Security access is recorded to maintain system integrity. 


	ICAITS024B/02
	Record software licences

	
	Licensed software is determined. 

Records of licence number and location are maintained. 

Personal computers and network are checked for illegal software. 

Illegal software is reported to supervisor. 


	ICAITS024B/03
	Carry out system backup

	
	Back-up procedure is determined according to organisation guidelines. 

Back-up is carried out at regular intervals according to organisation specifications. 

Back-up is recorded in line with organisation guidelines. 


	ICAITS024B/04
	Restore system backup

	
	Back-ups are restored. 

Restore procedure is determined according to the organisational guidelines. 

Restores are carried out under supervisor instruction. 

Restores are recorded in line with organisation guidelines. 


	ICAITS024B/05
	Document security access

	
	Security access is documented as per clearance guidelines. 

Security access register is maintained in line with organisation guidelines.


	Unit Purpose
	ICAITS030B 

Install software to networked computers

Learners will develop the skills and knowledge required to plan, manage and support the installation of software to networked computers. They will be able to determine the client’s software requirements and then obtain the software or upgrade. They will install the software and then provide the client with instruction and support in the software.

Learners must demonstrate the ability to plan, manage and support the installation of software to networked computers to sustain network performance.



	ICAITS030B/01
	Determine clients software or software upgrade requirements

	
	Client's software requirements are assessed in line with current application and operating system. 

Client's requirements are evaluated in line with organisation guidelines, corporate purchasing, licensing arrangements, and budget. 


	ICAITS030B/02
	Obtain software or software upgrade

	
	Vendors are contacted and technical specifications are obtained. 

Recommendations are documented and provided to appropriate personnel. 

Licensing requirements and security issues are determined and recorded. 


	ICAITS030B/03
	Install software or software upgrade

	
	Upgrades are installed to meet needs as recommended, including management of existing data. 

Procedures are followed so that clients experience minimal disruption. 

Software licenses and manuals are stored according to organisation guidelines. 


	ICAITS030B/04
	Determine and provide instruction and support

	
	Client instruction requirements are determined and are documented. 

One to one instruction to client is provided as required. 

Group training to meet client requirements is determined and referral is made. 

Client evaluation and feedback is obtained to ensure client training and support requirements are met.


	Unit Purpose
	ICAITS032B 

Provide network systems administration

Learners will develop the ability to technically manage elements of a network. They will provide client access and security in line with organisational standards and requirements. They will also provide input into the disaster recovery plan and carry out network performance monitoring.


	ICAITS032B/01
	Provide client access and security

	
	Log-ons, passwords and applications file access are provided, and documented in line with organisational security requirements. 

Records of client accounts are evaluated. 

System integrity and security are maintained. 

Virus protection is used in line with organisation recommendations. 


	ICAITS032B/02
	Input into and disseminate disaster recovery plan

	
	Input is provided into disaster recovery plan. 

Disaster recovery plan is provided to clients as required. 


	ICAITS032B/03
	Monitor network performance

	
	Diagnostic tests are performed. 

Diagnostic information is analysed and acted on. 

Software usage is monitored. 

Illegal software is deleted from the system. 

Hardware response time is monitored. 

Methods for improving efficiency are determined and acted on according to organisation guidelines.


	Unit Purpose
	ICAITS034B 

Provide network systems administration

Learners will develop the skills and knowledge required to document network related problems, determine the required resources, solve the client problem or escalate as necessary. They will receive logged calls from the help desk and determine the problem. After referring to the maintenance standards and support agreements they will carry out the maintenance. They will carry out any diagnostics as required and if necessary obtain and install required components. Finally they will complete all the necessary documentation.

Learners will be able to demonstrate knowledge of peripheral technologies and how network peripherals (hardware and software) are installed and configured. To meet the requirements of this competency learners must be able to maintain networked peripherals in working order


	ICAITS034B/01
	Determine client problem


	
	Logged call from help desk are received. 

Client problem is determined , further information from client is gained and documented as required by organisation guidelines. 


	ICAITS034B/02
	Determine whether maintenance is covered by policy

	
	Maintenance and technical support agreements are determined. 

Organisational policy regarding maintenance is followed. 


	ICAITS034B/03
	Carry out maintenance

	
	Diagnostic tests are conducted as required. 

Maintenance is completed in line with organisation guidelines. 

New components are obtained. 

Components are stored or disposed of in accordance with organisation guidelines. 


	ICAITS034B/04
	Prepare maintenance report

	
	Maintenance report is prepared in line with organisation guidelines. 

Maintenance requirements to appropriate area are escalated as required.


Schedule – weekly program

	Week
	Date
	Topic
	Tutorial/Practical
	Assessment
	Competencies

	 
	 
	 
	 
	 
	Covered

	1
	24-Jul
	Computing Basics
	 No Prac
	 
	ITS024C

	2
	31-Jul
	Introduction to Networking
	Practical exercise 1
	Module test 1
	ITS030B

	3
	7-Aug
	Networking Fundamentals
	Practical exercise 1
	Module test 1, 2
	ITS032B

	4
	14-Aug
	Networking Media
	Practical exercise  1
	Module test 1,2,3
	ITS034B

	5
	21-Aug
	Cable Testing
	No Prac
	Module test 2,3,4
	ITS024C

	6
	28-Aug
	Cabling WANs and LANs
	Practical exercise 2
	Module test 3,4,5
	ITS030B

	7
	4-Sep
	Ethernet Fundamentals
	Practical exercise 2
	Module test 4,5,6
	ITS032B

	8
	11-Sep
	Ethernet Technologies
	Practical exercise 2
	Module test 5,6,7
	ITS034B

	 9
	18-Sep
	Ethernet Switching
	No Prac
	Module test 6,7,8
	ITS024C

	10
	25-Sep
	Ethernet Switching
	Practical exercise 3
	Module test 6,7,8
	ITS030B

	10
	2-Oct
	Ethernet Switching
	Practical exercise 3
	Module test 6,7,8
	ITS032B

	11
	9-Oct
	Mid Semester Break
	 
	 
	 

	12
	16-Oct
	TCP Protocol Suite and IP Addressing
	Practical exercise 3
	Module test 7,8,9
	ITS034B

	13
	23-Oct
	TCP Protocol Suite and IP Addressing
	No Prac
	Module test 7,8,9
	ITS024C, ITS032B, ITS034B, ITS030B

	14
	30-Oct
	Routing Fundamentals and Subnets
	Practical 4
	Module test 8,9,10
	ITS024C, ITS032B, ITS034B, ITS030B

	15
	6-Nov
	Routing Fundamentals and Subnets
	Practical 4
	Module test 8,9,10
	ITS024C, ITS032B, ITS034B, ITS030B

	16
	13-Nov
	TCP/IP Transport and Application Layer
	Practical 4
	Module test 9,10,11
	ITS024C

	17
	20-Nov
	TCP/IP Transport and Application Layer
	Final Exam
	Teaching Ends
	ITS024C, ITS032B, ITS034B, ITS030B

	18
	27-Nov
	 
	 
	Results Finalised
	 

	 
	 
	 
	 
	 
	 


University Plagiarism policy

Plagiarism is the unacknowledged use of material written or produced by others or a rework of your own material.  All sources of information and ideas used in assignments must be referenced.  This applies whether the information is from a book, journal article, the internet, or a previous essay you wrote or the assignment of a friend.

Plagiarism policy is available at: 

http://mindil.ntu.edu.au/ntu/apps/ntuinfo.nsf/WWWView/Policy_170
Assessment
The unit consists of the following assessable tasks:

	Assessment
item
	Element of Competence
	Method
	Due date

	The Module Exams
	ITS024B, ITS032B, ITS034B, ITS030B
	On Line Tests
	See schedule

	4 Practical Exercises
	ITS024B, ITS032B, ITS034B, ITS030B
	Practicals
	See schedule

	Final Exam
	ITS024B, ITS032B, ITS034B, ITS030B
	On Line Exam
	See schedule


Assessment information 

This unit is ungraded, so the only ’pass’ grade you will receive is CU (Competent, ungraded).  If you receive an NC grade you are deemed Not-yet-competent.  If you start this unit and stop attending at some stage before the end, or you fail to complete all the assessment in this unit, you will receive an IP (Insufficient participation) grade.

Weightings

Final Exam

60%

Chapter Tests
11%

Practicals

29%

The Final Exam will be held in Week 17, at 5pm on Tuesday night in PC7 and PC8.

Students achieve over 50% in the exam to pass the subject.

Students who achieve over 60% in the exam will receive a Cisco CCNA 1 certificate.
Assessment Presentation:

Presentations of working practical exercises must be made on or before the due dates, unless extenuating circumstances apply. 

Students must be able to explain any aspect of the presented practical exercise to the tutor.

Results are closed at the end of week 17
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